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AIG Programs - Underwriting Bulletin
Program Performance®
	99 High Street
Boston, MA 02110
February 5, 2021
Please note that this Bulletin may provide an update or additional guidance to direction previously provided to you via your Underwriting Guidelines or Underwriting Authority Statement.  This Bulletin supersedes any such previous direction as of the effective date specified below and will be incorporated into your Underwriting Guidelines or Underwriting Authority Statement, if applicable, as future updates are issued.  If you have any questions or require clarification regarding this Bulletin, please contact your Program Manager.

Title:  CyberEdge Coverage – Cover-All NexGen

We are pleased to announce that for quotes (new or renewal) started in Cover-All NexGen on or after February 1, 2021, you will see an option for offering our new CyberEdge product.  Please let your Program Manager or Program Team Leader know if you have interest in offering this new product within your Program(s) so that they can provide you with an Addendum to your current Underwriting Authority to do so.  
This CyberEdge Coverage Form offers Security and Privacy Liability, Event Management, Network Interruption and Cyber Extortion coverages to complement and enhance AIG Program’s policies.
· The Security and Privacy Liability coverage is to protect against third-party claims arising from a security failure or a failure to protect confidential information. 
· The Event Management coverage targets expenses an Insured may incur as a result of a security failure or failure to protect confidential information, such as costs for forensic investigations, public relations, legal consultations, notification of impacted individuals, and resulting credit or identity monitoring. Included in Event Management coverage is Data Restoration coverage that addresses expenses to restore, recreate, or recollect lost electronic data.
· The Network Interruption coverage is for the loss of net profit and/or extra expense as a result of a material interruption to the Insured’s network caused by a security failure.
· The Cyber Extortion coverage is for ransom payments (i.e. extortion loss) provided to third-parties in an attempt at terminating an extortion threat.
Attached below is AIG’s Cyber Liability application which must be completed and maintained in the underwriting file for any accounts seeking CyberEdge coverage.

[bookmark: _MON_1673349562]					
Our CyberEdge product is a separate coverage part that can be included within a Commercial Package Policy in all states except New York.  New York requires this coverage to be provided as a separate, stand-alone policy.  For NY domiciled (headquartered) accounts, the CyberEdge stand-alone policy must be issued using the New York Free Trade Zone.  Please note that we only wish to write these stand-alone policies in NY when we write the accompanying Package lines for the account.
[bookmark: _GoBack]Important Note – at present, Cover-All NexGen will permit users to include CyberEdge as a coverage part on a Package policy for NY domiciled accounts when the Package policy is rated using NYFTZ; however, doing so would be a violation of NY Free Trade Zone requirements.  We are in the process of implementing a system correction to prohibit this processing, which we anticipate will be made available on or around March 1, 2021.  Until that system correction is implemented, please refrain from quoting CyberEdge coverage on a Package policy for a NY domiciled account and instead only quote and issue it as a stand-alone policy.  
The eStart reservation/clearance system has been updated with two new reservation codes to allow you to either reserve this coverage as a stand-alone policy for NY or as part of a Package policy in all other states.  If you happen to receive an account reservation block in eStart, please follow the same procedures you do today to obtain clearance from the blocking underwriter.
We have developed a NexGen Quick Reference Guide and a recorded training session on the system screen flows and required data entries needed for this new product.  Both will be available on Monday, February 1, 2021 and may be accessed via the Cover-All Library tab under the heading Quick Reference – CyberEdge.  
Again, if you wish to begin offering this coverage within your Program(s), we ask that you please coordinate with your Program Manager.  Should you have any related questions or require additional support, your Program Manager can offer assistance.  
Thank you.

The information and other material contained herein is proprietary to AIG Programs and intended for internal use only.  Unauthorized disclosure, dissemination, copying or other use of this information and material without the express written permission of AIG Programs is strictly prohibited.
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Name of Insurance Company to which Application is made

		AIG CYBER LIABILITY 

APPLICATION







NOTICE:	THIS COVERAGE PART CONTAINS MULTIPLE COVERAGES. CERTAIN COVERAGES ARE LIMITED TO LIABILITY FOR CLAIMS THAT ARE FIRST MADE AGAINST THE INSUREDS DURING THE POLICY PERIOD AND REPORTED IN WRITING TO THE INSURER AS REQUIRED BY THE TERMS OF THE COVERAGE PART. DEFENSE COSTS SHALL REDUCE THE APPLICABLE LIMITS OF LIABILITY AND SUBLIMITS OF LIABILITY AND ARE SUBJECT TO APPLICABLE RETENTIONS. PLEASE READ THIS COVERAGE PART CAREFULLY AND REVIEW IT WITH YOUR INSURANCE AGENT OR BROKER.





[bookmark: Text173]Full Name of Applicant:     							 

Mailing Address:     										 

Applicant’s Web Page(s):     							 

Applicant’s Ownership Structure: 

	

		|_| Publicly Traded

		|_| Privately Held



		|_| Subsidiary of Publicly Traded or Privately Held Company

		|_| Other (Government, non-profit, association, etc.: provide details below)









		The following questions must be answered by all applicants:







1.  Select the primary Industry Vertical that best represents the Applicant:



		|_| Accommodation & Food Services

		|_| Agriculture, Forestry, Fishing & Hunting



		|_| Arts, Entertainment & Recreation

		|_| Construction



		|_| Education

		|_| Finance & Insurance



		|_| Healthcare & Social Assistance

		|_| Information, Software & Technology



		|_| Management of Cos & Enterprises

		|_| Manufacturing



		|_| Mining

		|_| Other Services (Except Public Administration)



		|_| Professional, Scientific & Technical Services

		|_| Public Administration



		|_| Real Estate Rental & Leasing

		|_| Retail Trade



		|_| Transportation & Warehousing

		|_| Utilities



		|_| Wholesale Trade

		|_| Waste Manager & Remediation Services & Administration & Support



		|_| Not listed (use this answer if other answers do not apply)

		







2. Enter the Applicant’s estimated annual revenue:     				 



3. Enter the Applicant’s number of employees:     				 







4. Does the Applicant operate outside of the United States? If no, skip, otherwise, select all that apply:  



		|_| Australia

		|_| Canada

		|_| Central & Southern Asia



		|_| East Asia & the Pacific

		|_| Europe

		|_| Mexico, Central America & the Caribbean



		|_| Middle East & North Africa

		|_| Russia

		|_| South America



		|_| South Africa

		

		







5. Select the type(s) of records that the Applicant collects, processes, stores, or are transferred within the Applicant’s environment, including records collected, processed, or stored by others for the Applicant (select all that apply).



		[bookmark: Check1]|_|

		PII (Personally Identifiable Information including employee information)

		# of Records – Employees

    		 

		# of Records – Customers

    		 



		|_|

		PHI (Protected Healthcare Information)

		# of Records – Employees

    		 

		# of Records – Customers

    		 



		|_|

		PCI (Payment Card Information)

		Enter the approximate number of unique PCI transactions that are completed per year by the Applicant    

    		         

		Is the Applicant PCI DSS 3.x Certified as its defined Merchant Level 



		

		

		

		|_| Yes

|_| No



		|_|

		Government Classified (sensitive or secret government information)

		# of Records

    		 







6. Enter the following information for the Applicant’s Chief Information Security Officer (CISO), or equivalent employee that is responsible for maintaining the Applicant’s cybersecurity posture.

Name:     							 

Email:     							 

Title:     							 

	

|_| This person has direct involvement during data breaches and other significant cyber incidents

|_| This person is responsible for overseeing or conducting recurring cyber risk assessments

|_| This person is responsible for delivering/presenting cyber risk reports to the Board of Directors, Executive Leadership, and/or Primary Investors





















7. Select the type(s) of assets that exist within the Applicant’s organization:  

(select all that apply):



		|_| Web Applications

		|_| Point of Sale (PoS) Systems



		|_| End User Systems (laptops, desktops, mobile devices, tablets, etc.)

		|_| Terminals (ATMs, kiosks, payment terminals, etc.)



		|_| Removable Media (USB storage devices, mobile devices, tablets, etc.)

		|_| Industrial Control Systems (ICS), Supervisory Control & Data Acquisition (SCADA), or Operational Technology (OT)



		|_| Healthcare Devices (including life support systems, insulin drips, health monitoring systems, etc.)

		|_| Onboard Systems (operating systems which control vehicles, such as trains, cars or airplanes)



		|_| Critical Internet of Thing Devices (IoT) Devices (door locks/actuators, smoke detectors, etc.)

		|_| Non-Critical Internet of Thing (IoT) devices





	

8. Does the Applicant identify and control who has access to its business information?

|_| Yes |_| No



9. Does the Applicant conduct background checks on all new employees and contractors?

|_| Yes |_| No



10. Does the Applicant require individual user accounts for each employee and each contractor?

|_| Yes |_| No



11. Does the Applicant use encryption for sensitive business information, which includes the use of full disk encryption on all critical and end user systems, the use of encrypted emails when sending sensitive information, and the use of encrypted offline media when storing sensitive information?

|_| Yes |_| No



12. Does the Applicant train its employees at least annually regarding computer usage, email usage, internet usage, data handling and disposal, cyber incident reporting and handling, and other cybersecurity best practices?

|_| Yes |_| No



13. Does the Applicant install and update (at least daily) anti-virus, anti-spyware, and other anti-malware programs?

|_| Yes |_| No



14. Does the Applicant require the use of strong passwords or multifactor authentication for all employee devices and business applications which employees access?

|_| Yes |_| No






		IF THE APPLICANT’S REVENUE IS GREATER THAN $50M, THE FOLLOWING ADDITIONAL QUESTIONS MUST BE ANSWERED:







In considering the scenarios described below, respond with the worst impact the Applicant would reasonably expect to occur. 



		Impact

		Catastrophic (Great Damage that is usually unrepairable)

		Damaging (Broad financial or property damage)

		Moderate (Isolated financial or property damage)

		Marginal (Minimal financial or property damage that barely impacts the business)

		Insignificant (No impact to the business)



		15. How impactful to the Applicant would it be if someone or something altered the behavior of the Applicant’s Network? 

		|_|

		|_|

		|_|

		|_|

		|_|



		16.  How impactful to the Applicant would it be if someone or something altered the behavior of the Applicant’s Critical Web Applications?

		|_|

		|_|

		|_|

		|_|

		|_|



		17. How impactful to the Applicant would it be if someone or something altered the behavior of the Applicant’s Critical Servers (including Critical Applications running on those servers)?

		|_|

		|_|

		|_|

		|_|

		|_|



		18. How impactful to the Applicant would it be if someone or something altered the behavior of the Applicant’s Terminal Devices?

		|_|

		|_|

		|_|

		|_|

		|_|



		19. How impactful to the Applicant would it be if someone or something altered the behavior of the Applicant’s SCADA, ICS, or OT Devices?

		|_|

		|_|

		|_|

		|_|

		|_|



		20. How impactful to the Applicant would it be if someone or something altered the behavior of the Applicant’s Onboard Systems?

		|_|

		|_|

		|_|

		|_|

		|_|



		21. How impactful would it be if someone or something altered the behavior of the Applicant’s Critical IoT Devices?

		|_|

		|_|

		|_|

		|_|

		|_|



		22. How impactful to the Applicant would it be if a fraudulent transaction was created by leveraging an end-user system, critical server/application, critical web application, PoS system, the network, and/or terminals?

		|_|

		|_|

		|_|

		|_|

		|_|



		23. How impactful to the Applicant would it be if credentials, configurations, privileges, accounts, and/or data were modified within the Applicant’s end-user systems, critical servers/applications, critical web applications, PoS systems, the network, and/or terminals? This includes misrepresentation and misappropriation. 

		|_|

		|_|

		|_|

		|_|

		|_|



		24. How impactful to the Applicant would it be if an unauthorized change was made or a configuration error occurred within the Applicant’s SCADA, ICS, OT, Healthcare Devices, Onboard Systems, and/or Critical IoT devices?

		|_|

		|_|

		|_|

		|_|

		|_|



		25. How impactful to the Applicant would it be if someone in the Applicant’s organization (accidentally or purposely) provided an unauthorized person (an outsider, employee, partner, or system) with credentials, confidential/proprietary data, and/or other confidential organizational information?

		|_|

		|_|

		|_|

		|_|

		|_|









		Warranty Question







Answering the warranty question is required unless the Applicant already maintains insurance of the type(s) sought with the insurer:



During the past 5 years, has the Applicant experienced any occurrences, claims or Losses related to a failure of security of the Applicant’s computer systems or has anyone filed suit or made a Claim against the Applicant with regard to invasion or interference with the rights of privacy, wrongful disclosure of Confidential Information or does the Applicant have knowledge of a situation or circumstance which might otherwise result in a Claim against the Applicant with regard to issues related to the Insurance Sought?



|_| Yes		|_| No		|_| Not Applicable 

(Insurance Sought is renewal of the coverage with the Insurer)



It is agreed that with respect to the above, if any such occurrences, Claims, Losses or knowledge exists, then any Loss or Claim arising from such occurrences, Claims, Losses or knowledge shall be excluded from the proposed coverage.








THE UNDERSIGNED DECLARES TO THE BEST OF HIS OR HER KNOWLEDGE THAT THE STATEMENTS SET FORTH HEREIN ARE ACCURATE, TRUE AND COMPLETE. THE  UNDERSIGNED AGREES THAT IF THE INFORMATION SUPPLIED ON THIS APPLICATION CHANGES BETWEEN THE DATE OF THIS APPLICATION AND THE EFFECTIVE DATE OF THE INSURANCE, HE/SHE (UNDERSIGNED) WILL IMMEDIATELY NOTIFY THE COMPANY OF SUCH CHANGES, AND THE COMPANY MAY WITHDRAW OR MODIFY ANY OUTSTANDING QUOTATIONS, AUTHORIZATION OR AGREEMENT TO BIND THE INSURANCE.



SIGNING OF THIS APPLICATION DOES NOT BIND THE APPLICANT OR THE COMPANY TO COMPLETE THE INSURANCE, BUT IT IS AGREED THAT THIS APPLICATION SHALL BE THE BASIS OF THE CONTRACT SHOULD A POLICY BE ISSUED, AND IT WILL BE ATTACHED TO AND BECOME PART OF THE POLICY.



For Maine Applicants Only: THE UNDERSIGNED DECLARES TO THE BEST OF HIS OR HER KNOWLEDGE THAT THE STATEMENTS SET FORTH HEREIN ARE ACCURATE, TRUE AND COMPLETE. THE  UNDERSIGNED AGREES THAT IF THE INFORMATION SUPPLIED ON THIS APPLICATION CHANGES BETWEEN THE DATE OF THIS APPLICATION AND THE EFFECTIVE DATE OF THE INSURANCE, HE/SHE (UNDERSIGNED) WILL IMMEDIATELY NOTIFY THE COMPANY OF SUCH CHANGES, AND THE COMPANY MAY WITHDRAW OR MODIFY ANY OUTSTANDING QUOTATIONS.



For Maryland Applicants Only: The binder or policy you have just agreed to purchase is subject to a forty-five (45) day underwriting review period beginning on the effective date of your coverage. 

The insurer may cancel a binder or policy during the underwriting review period if the risk does not meet the underwriting standards of the insurer.  If the insurer decides to cancel the binder or policy, the insurer will send you a written Notice of Cancellation advising you of the reason(s) for the cancellation and the date on which your policy will be cancelled.

If the insurer discovers a material risk factor during the underwriting review period, the insurer shall recalculate the premium for the policy or binder based on the material risk factor as long as the risk continues to meet the underwriting standards of the insurer in accordance with the rates and supplementary rating information filed by the insurer. If the insurer decides to recalculate your premium, the insurer will send you a written Notice advising you of the amount of the recalculated premium, the reason(s) for the recalculation and your right to terminate the policy.



For Utah Applicants Only: THE APPLICATION AND ALL RELEVANT DOCUMENTS WILL BE ATTACHED TO THE POLICY AT THE TIME OF DELIVERY.



		Applicant's Signature:					



						



		Date:



    		 



		Title:	    							 

		



		Agent’s / Producer’s Signature:  	







		Date:



    		 



		License #: 	    				 

		








FRAUD WARNINGS



NOTICE TO APPLICANTS: ANY PERSON WHO KNOWINGLY AND WITH INTENT TO DEFRAUD ANY INSURANCE COMPANY OR OTHER PERSON FILES AN APPLICATION FOR INSURANCE OR STATEMENT OF CLAIM CONTAINING ANY MATERIALLY FALSE INFORMATION OR, CONCEALS, FOR THE PURPOSE OF MISLEADING, INFORMATION CONCERNING ANY FACT MATERIAL THERETO, COMMITS A FRAUDULENT ACT, WHICH IS A CRIME AND MAY SUBJECT SUCH PERSON TO CRIMINAL AND CIVIL PENALTIES.



NOTICE TO ALABAMA APPLICANTS: ANY PERSON WHO KNOWINGLY PRESENTS A FALSE OR

FRAUDULENT CLAIM FOR PAYMENT OF A LOSS OR BENEFIT OR WHO KNOWINGLY PRESENTS FALSE INFORMATION IN AN APPLICATION FOR INSURANCE IS GUILTY OF A CRIME AND MAY BE SUBJECT TO RESTITUTION FINES OR CONFINEMENT IN PRISON, OR ANY COMBINATION THEREOF.



NOTICE TO ARKANSAS, NEW MEXICO AND WEST VIRGINIA APPLICANTS: ANY PERSON WHO

KNOWINGLY PRESENTS A FALSE OR FRAUDULENT CLAIM FOR PAYMENT OF A LOSS OR BENEFIT, OR KNOWINGLY PRESENTS FALSE INFORMATION IN AN APPLICATION FOR INSURANCE IS GUILTY OF A CRIME AND MAY BE SUBJECT TO FINES AND CONFINEMENT IN PRISON.



NOTICE TO COLORADO APPLICANTS: IT IS UNLAWFUL TO KNOWINGLY PROVIDE FALSE,

INCOMPLETE OR MISLEADING FACTS OR INFORMATION TO AN INSURANCE COMPANY FOR THE PURPOSE OF DEFRAUDING OR ATTEMPTING TO DEFRAUD THE COMPANY. PENALTIES MAY INCLUDE IMPRISONMENT, FINES, DENIAL OF INSURANCE, AND CIVIL DAMAGES. ANY INSURANCE COMPANY OR AGENT OF AN INSURANCE COMPANY WHO KNOWINGLY PROVIDES FALSE, INCOMPLETE, OR MISLEADING FACTS OR INFORMATION TO A POLICYHOLDER OR CLAIMANT FOR THE PURPOSE OF DEFRAUDING OR ATTEMPTING TO DEFRAUD THE POLICYHOLDER OR CLAIMANT WITH REGARD TO A SETTLEMENT OR AWARD PAYABLE FROM INSURANCE PROCEEDS SHALL BE REPORTED TO THE COLORADO DIVISION OF INSURANCE WITHIN THE DEPARTMENT OF REGULATORY AUTHORITIES.



NOTICE TO DISTRICT OF COLUMBIA APPLICANTS: WARNING: IT IS A CRIME TO PROVIDE FALSE OR MISLEADING INFORMATION TO AN INSURER FOR THE PURPOSE OF DEFRAUDING THE INSURER OR ANY OTHER PERSON. PENALTIES INCLUDE IMPRISONMENT AND/OR FINES. IN ADDITION, AN INSURER MAY DENY INSURANCE BENEFITS IF FALSE INFORMATION MATERIALLY RELATED TO A CLAIM WAS PROVIDED BY THE APPLICANT.



NOTICE TO FLORIDA APPLICANTS: ANY PERSON WHO KNOWINGLY AND WITH INTENT TO INJURE, DEFRAUD, OR DECEIVE ANY INSURER FILES A STATEMENT OF CLAIM OR AN APPLICATION CONTAINING ANY FALSE, INCOMPLETE OR MISLEADING INFORMATION IS GUILTY OF A FELONY OF THE THIRD DEGREE.



NOTICE TO KANSAS APPLICANTS: ANY PERSON WHO KNOWINGLY AND WITH INTENT TO DEFRAUD, PRESENTS, CAUSES TO BE PRESENTED OR PREPARED WITH KNOWLEDGE OR BELIEF THAT IT WILL BE PRESENTED TO OR BY AN INSURER, PURPORTED INSURER, BROKER OR ANY AGENT THEREOF, ANY WRITTEN, ELECTRONIC, ELECTRONIC IMPULSE, FACSIMILE, MAGNETIC, ORAL, OR TELEPHONIC COMMUNICATION OR STATEMENT AS PART OF, OR IN SUPPORT OF, AN APPLICATION FOR THE ISSUANCE OF, OR THE RATING OF AN INSURANCE POLICY FOR PERSONAL OR COMMERCIAL INSURANCE, OR A CLAIM FOR PAYMENT OR OTHER BENEFIT PURSUANT TO AN INSURANCE POLICY FOR COMMERCIAL OR PERSONAL INSURANCE WHICH SUCH PERSON KNOWS TO CONTAIN MATERIAL FALSE INFORMATION CONCERNING ANY FACT MATERIAL THERETO; OR CONCEALS, FOR THE PURPOSE OF MISLEADING, INFORMATION CONCERNING ANY FACT MATERIAL THERETO COMMITS A FRAUDULENT INSURANCE ACT.



NOTICE TO KENTUCKY APPLICANTS: ANY PERSON WHO KNOWINGLY AND WITH INTENT TO

DEFRAUD ANY INSURANCE COMPANY OR OTHER PERSON FILES AN APPLICATION FOR INSURANCE CONTAINING ANY MATERIALLY FALSE INFORMATION, OR CONCEALS FOR THE PURPOSE OF MISLEADING, INFORMATION CONCERNING ANY FACT MATERIAL THERETO, COMMITS A FRAUDULENT INSURANCE ACT, WHICH IS A CRIME.



NOTICE TO LOUISIANA APPLICANTS: ANY PERSON WHO KNOWINGLY PRESENTS A FALSE OR

FRAUDULENT CLAIM FOR PAYMENT OF A LOSS OR BENEFIT OR KNOWINGLY PRESENTS FALSE

INFORMATION IN AN APPLICATION FOR INSURANCE IS GUILTY OF A CRIME AND MAY BE SUBJECT TO FINES AND CONFINEMENT IN PRISON.



NOTICE TO MAINE APPLICANTS: IT IS A CRIME TO KNOWINGLY PROVIDE FALSE, INCOMPLETE OR MISLEADING INFORMATION TO AN INSURANCE COMPANY FOR THE PURPOSE OF DEFRAUDING THE COMPANY. PENALTIES MAY INCLUDE IMPRISONMENT, FINES OR A DENIAL OF INSURANCE BENEFITS.



NOTICE TO MARYLAND APPLICANTS: ANY PERSON WHO KNOWINGLY OR WILLFULLY PRESENTS A FALSE OR FRAUDULENT CLAIM FOR PAYMENT OF A LOSS OR BENEFIT OR WHO KNOWINGLY OR WILLFULLY PRESENTS FALSE INFORMATION IN AN APPLICATION FOR INSURANCE IS GUILTY OF A CRIME AND MAY BE SUBJECT TO FINES AND CONFINEMENT IN PRISON.



NOTICE TO MINNESOTA APPLICANTS: A PERSON WHO FILES A CLAIM WITH INTENT TO DEFRAUD OR HELPS COMMIT A FRAUD AGAINST AN INSURER IS GUILTY OF A CRIME.



NOTICE TO NEW JERSEY APPLICANTS: ANY PERSON WHO INCLUDES ANY FALSE OR MISLEADING INFORMATION ON AN APPLICATION FOR AN INSURANCE POLICY IS SUBJECT TO CRIMINAL AND CIVIL PENALTIES.



NOTICE TO NEW YORK APPLICANTS: ANY PERSON WHO KNOWINGLY AND WITH INTENT TO

DEFRAUD ANY INSURANCE COMPANY OR OTHER PERSON FILES AN APPLICATION FOR INSURANCE OR STATEMENT OF CLAIM CONTAINING ANY MATERIALLY FALSE INFORMATION, OR CONCEALS FOR THE PURPOSE OF MISLEADING, INFORMATION CONCERNING ANY FACT MATERIAL THERETO, COMMITS A FRAUDULENT INSURANCE ACT, WHICH IS A CRIME, AND SHALL ALSO BE SUBJECT TO A CIVIL PENALTY NOT TO EXCEED FIVE THOUSAND DOLLARS AND THE STATED VALUE OF THE CLAIM FOR EACH SUCH VIOLATION.



NOTICE TO OHIO APPLICANTS: ANY PERSON WHO, WITH INTENT TO DEFRAUD OR KNOWING THAT HE IS FACILITATING A FRAUD AGAINST AN INSURER, SUBMITS AN APPLICATION OR FILES A CLAIM CONTAINING A FALSE OR DECEPTIVE STATEMENT IS GUILTY OF INSURANCE FRAUD.



NOTICE TO OKLAHOMA APPLICANTS: WARNING: ANY PERSON WHO KNOWINGLY, AND WITH INTENT TO INJURE, DEFRAUD OR DECEIVE ANY INSURER, MAKES ANY CLAIM FOR THE PROCEEDS OF AN INSURANCE POLICY CONTAINING ANY FALSE, INCOMPLETE OR MISLEADING INFORMATION IS GUILTY OF A FELONY (365:15-1-10, 36 §3613.1).



NOTICE TO OREGON APPLICANTS: ANY PERSON WHO KNOWINGLY AND WITH INTENT TO DEFRAUD ANY INSURANCE COMPANY OR OTHER PERSON FILES AN APPLICATION FOR INSURANCE OR STATEMENT OF CLAIM CONTAINING ANY MATERIALLY FALSE INFORMATION OR, CONCEALS, FOR THE PURPOSE OF MISLEADING, INFORMATION CONCERNING ANY FACT MATERIAL THERETO, MAY BE GUILTY OF A FRAUDULENT ACT, WHICH MAY BE A CRIME AND MAY SUBJECT SUCH PERSON TO CRIMINAL AND CIVIL PENALTIES.



NOTICE TO PENNSYLVANIA APPLICANTS: ANY PERSON WHO KNOWINGLY AND WITH INTENT TO DEFRAUD ANY INSURANCE COMPANY OR OTHER PERSON FILES AN APPLICATION FOR INSURANCE OR STATEMENT OF CLAIM CONTAINING ANY MATERIALLY FALSE INFORMATION OR CONCEALS FOR THE PURPOSE OF MISLEADING, INFORMATION CONCERNING ANY FACT MATERIAL THERETO COMMITS A FRAUDULENT INSURANCE ACT, WHICH IS A CRIME AND SUBJECTS SUCH PERSON TO CRIMINAL AND CIVIL PENALTIES.



NOTICE TO TENNESSEE, VIRGINIA AND WASHINGTON APPLICANTS: IT IS A CRIME TO KNOWINGLY PROVIDE FALSE, INCOMPLETE OR MISLEADING INFORMATION TO AN INSURANCE COMPANY FOR THE PURPOSE OF DEFRAUDING THE COMPANY. PENALTIES INCLUDE IMPRISONMENT, FINES AND DENIAL OF INSURANCE BENEFITS.



NOTICE TO VERMONT APPLICANTS: ANY PERSON WHO KNOWINGLY PRESENTS A FALSE STATEMENT IN AN APPLICATION FOR INSURANCE MAY BE GUILTY OF A CRIMINAL OFFENSE AND SUBJECT TO PENALTIES UNDER STATE LAW.
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