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March 31, 2023
Commercial Auto

Bureau Change
Effective 4/1/2023

Colorado
· Revised Increased Limit Factors (ILFs) have been implemented.

New York 

· LCMs and ELR revisions have been implemented:

· LCM: Company 01 (NH): Garage Liability & Vehicle Liability = 2.107; Physical Damage = 1.478,
· LCM: Company Code 02 (GS): Garage Liability & Vehicle Liability = 1. 791; Physical Damage = 1. 256
· LCM: Company Code 06 (IN): Garage Liability & Vehicle Liability = 1.686; Physical Damage = 1.182
· ELR: Companies 01, 02, 06: Liability = 0.611; Physical Damage = 0.571

South Carolina 

· Revised Zone-Rated Loss Costs have been implemented.
OCP

Indiana, Ohio
· Revised Optional Class Plan (OCP) Liability and Physical Damage Loss Costs for Trucks, Tractors and Trailers, as well as Private Passenger Types have been implemented.

· Auto Dealers Liability and Hired Borrowed Auto Liability Loss Costs have been implemented.

NOTE: 
· These revised "Prospective" loss costs are OCP loss costs. ISO will now be issuing OCP loss costs as Prospective, and NON_OCP loss costs as Legacy.
· Until the 2022 multistate revision circular is adopted, 
· Public Autos continues to rate as NON_OCP, and
· Medical Payments Vehicle Loss Costs continue to generate the respective values for different Medical Payment limits ($5,000; $2,000; $1,000; $500)
Virginia, Washington
· The following two new optional features have been implemented from the multistate circular adoption.  Please refer to the attached Excel file for details.
· ISO Rule 50. Additional Provisions.

· New ISO rule 119. A new optional vehicle coverage - Auto Hacking Expense Coverage. Circular includes forms, rating rules, and loss costs/factors.
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Washington

· New Optional Provision Exclusion Form CA 27 41 03 23 ‘WASHINGTON EXCLUSION FOR GENERAL LIABILITY COVERAGES VIRAL OR BACTERIAL INFECTIONS EXCEPTION FOR DESIGNATED INFECTION’ has been implemented.
· This form will be available for selection on Auto Dealers policies, on the Optional Provisions screen, when the 'General Liability Exclusions' radio button is selected as 'Yes' and WASHINGTON is a risk state on the policy.
· The field 'Description Of Ongoing Operations Or Your Product:" is being removed from the revised form.  

· The other Description field "Description Of Infection:" continues to be optional. When a value is entered into the field, the information will get mapped to the form.  Also, the Description field will remain enabled on Endorsement transactions, and if modified, the form will reattach with the updated values.

· The form title has been updated with the revised form edition:

· Previous form title: WASHINGTON - EXCLUSION FOR GENERAL LIABILITY COVERAGES - VIRAL OR BACTERIAL INFECTIONS - EXCEPTION FOR DESIGNATED INFECTION, ONGOING OPERATIONS OR PRODUCTS

· Revised form title: WASHINGTON - EXCLUSION FOR GENERAL LIABILITY COVERAGES - VIRAL OR BACTERIAL INFECTIONS - EXCEPTION FOR DESIGNATED INFECTION

· This form is Refer To Company for rating.  It’s currently set to $0 as the Default/Min/Max premiums and can be customized.

System Enhancement

Multistate 

Control Date 4/3/2023 & Product Version 2302.2.0
· Below changes have been implemented for these states (AL, AZ, AR, CT, DE, DC, GA, HI, ID, IL, IN, IA, KS, ME, MI, MS, MO, MN, MT, NE, NV, NH, NM, ND, OR, PA, RI, SD, TN, UT, VT, WV, WI, WY, CO, MD, MA, NJ, NC, OH, OK, TX, WA , AK, FL, KY, LA, SC):
·  The Towing and Labor Coverage premium is now calculated as zero dollar ($0) for Private Passenger and Light Truck types when Business Auto Broad Form is selected in the primary state.

·  The new rating factor "Broad Form FTR" has been introduced in the existing rating formula of Towing And Labor Coverage.  
· Broad Form FTR = 0 for private passenger vehicle type and light truck vehicle type
· Broad Form FTR = 1 for vehicles other than private passenger type & the light truck type.
· Miscellaneous Coverage to balance the charged Towing and Labor coverage premium for the above condition is expired when the above system change is now available.
System Correction
Effective 4/3/2023

All States
Flat Change
· Composite Rating Group numbers will not be renumbered, even if a Composite Rating group is deleted.
Gorgia

· Georgia zip code 30092 has been corrected to default as Peachtree Corners instead of Norcross in the zip code lookup.
Hawaii
· Correct Loss Costs are now applied for all limits of Audio, Visual and Data Electronic Equipment Coverage.
Virginia
· Virginia Mobile Equipment form CA20431120 has been corrected to display $ symbol in the Premium Column for Comprehensive coverage, and Medical Payment premium correctly. 
PAGE  
1

Sheet1

		For this multistate implementation, a new multistate version of 202209 has been created, which will contain all UI and rating changes.

		1a) Abuse or Molestation forms.

		With this multistate revision, ISO has introduced four multistate forms which pertain to Abuse and Molestation coverage and exclusion:

		CA27210922 - ABUSE OR MOLESTATION EXCLUSION FOR GENERAL LIABILITY AND ACTS, ERRORS OR OMISSIONS LIABILITY COVERAGES Static form.

		CA27220922 - SEXUAL ABUSE OR SEXUAL MOLESTATION EXCLUSION FOR GENERAL LIABILITY AND ACTS, ERRORS OR OMISSIONS LIABILITY COVERAGES Static form.

		CA27230922 - SEXUAL ABUSE OR SEXUAL MOLESTATION LIABILITY COVERAGE System variable form.

		CA27240922 - SEXUAL ABUSE OR SEXUAL MOLESTATION OF ANY PERSON COMMITTED BY THE INSURED LIABILITY COVERAGE System variable form.

		Each of the system variable forms will have the following corresponding fields on the Optional Provisions screen, which will map directly to the form:

		Description Of Premise(s), Projects(s), Contract(s) or Agreement(s). This field is optional.

		Sexual Abuse Or Sexual Molestation Liability Aggregate Limit. Mandatory field

		Sexual Abuse Or Sexual Molestation Liability Each Act Limit. Mandatory field.

		Sexual Abuse Or Sexual Molestation Liability Each Act Deductible. Mandatory field.

		Sexual Abuse Or Sexual Molestation Liability Premium. Mandatory field.

		When adopted, these forms will be available on Auto Dealers policies, on the Optional Provisions screen, in the new Abuse Or Molestation Coverage and Exclusion Options category. State-specific forms will only be available if the corresponding risk state is on the policy.

		All Optional Provisions forms above have been entered in to base with Zero premium values for Default/Min/Max. To enter custom premium values for the forms, please use new table IEL_CA_OPT_PROV_DEF in Self-Serve.

		Please note that per ISO, coverage forms CA2723 and CA2724 cannot be attached on the same policy. If both are selected on the same policy, an edit will fire, prompting the user to remove one of the forms.

		Each form will print to the worksheet in the same manner as previous Optional Provision forms, with form number, name and premium.

		1b) New Manual Attachment form.

		In addition to the forms above, ISO has introduced a new endorsement to replace an existing Optional Provisions form:

		Existing form: CA25281013 - ABUSE OR MOLESTATION EXCLUSION FOR GENERAL LIABILITY COVERAGES

		New form: CA28030922 - ABUSE OR MOLESTATION EXCLUSION FOR COVERED AUTOS LIABILITY EXPOSURE

		Any existing adoptions of form CA25281013 should be expired as of the adoption date of this circular.

		2) Auto Hacking Expense Coverage:

		This new optional vehicle coverage which will be available for selection on Light Trucks, Medium Trucks and Private Passenger Type vehicles,

		for all policy types (Business Auto, Motor Carrier, Auto Dealers).

		It is a standalone vehicle coverage, with no rating or display dependency on any other vehicle coverage for it to be available.

		UI DETAILS - Commercial Auto screen:

		Auto Hacking Expense Coverage only allows for one policy level Aggregate Limit and one policy level Deductible. As such, we have added this

		coverage to the Commercial Auto screen, above the Rating Plans section.

		If the new 202209 multistate version is adopted for the policy's Company, for any state, this coverage option will be available for selection on

		the Commercial Auto screen.

		The Auto Hacking Expense Coverage checkbox will default as unchecked first time onto screen. When selected, three sub-fields will display:

		Include Ransom Coverage This is an updatable radio button, with a default value of No, first time onto screen. User may select either Yes or No.

		Auto Hacking Expense Aggregate Limit. This is a mandatory field, where the user may enter any dollar amount.

		Per Incident Auto Hacking Expense Deductible. This is also a mandatory field, but is disabled in base, with a value of $200 defaulting. Additional

		deductible values are Refer to Company.

		UI DETAILS - Vehicle screen:

		On the vehicle screen, the Auto Hacking Expense coverage checkbox will display below Towing and Labor coverage on TTT vehicles, and below Replacement

		Cost coverage on PPT vehicles.

		If selected on the Commercial Auto screen, it will NOT get automatically selected on applicable vehicle screens. User must manually select the

		coverage at the vehicle level.

		If selected on the vehicle screen, the information entered for the three sub-fields on the Commercial Auto screen will default to the

		vehicle screen as disabled values.

		In addition to the three existing sub-fields, a fourth field will display on the vehicle screen: Auto Hacking Vehicle Value.

		Field defaults as null and user may enter any dollar amount. This value will map to the coverage form and will be used in each individual

		vehicle's rating to determine the Vehicle Value factor.

		FORM DETAILS:

		When Auto Hacking Expense Coverage is selected on the vehicle level, a new system variable coverage form will automatically attach.

		Multistate form: CA04650922 - AUTO HACKING EXPENSE COVERAGE

		On both forms, the following system variable information will map:

		Policy Number

		Named Insured

		Endorsement Effective Date

		Description of Covered Autos This will include the vehicle number, year, make and model.

		Auto Hacking Expense Aggregate Limit: The Aggregate Limit entered on the Commercial Auto screen.

		Per Incident Auto Hacking Expense Deductible: The deductible value entered on the Commercial Auto screen.

		Premium: Auto Hacking Expense coverage premium per vehicle.

		Also, if Ransom Coverage is included, an X will map to the corresponding box on the Form Schedule.

		Also, for both forms, if more than 3 vehicles on the policy have Auto Hacking Coverage, all variable information will map to a form supplement instead.

		DECLARATIONS/WORKSHEET:

		Premium for Auto Hacking Expense Coverage will map to Premium For Endorsements on the base declarations and will be included in the overall policy premium.

		On the worksheet, Auto Hacking Expense Coverage will print as a vehicle coverage, with the premium including in the overall vehicle premium.

		Rate type: RATE

		Forms: CA04650922, CA27210922, CA27220922, CA27230922, CA27240922, CA28030922.

		Also expire adoption of form CA25281013.

		Physical Damage LCM applied to Hacking coverage-for WA state

		Please find below for more information

		ISO has provided a multistate rating algorithm for this new coverage:

		(Auto Hacking LC * LCM * Vehicle Value Factor * Deductible Factor * Ransom Factor)

		LCM: Physical Damage OTC LCM (varies per customer)

		Vehicle Value Factor: The current OCP PPT Comprehensive Vehicle Value Factors will generate for this coverage, regardless of vehicle type. The factor value will correspond to the vehicle year (Age Group) and the value of the Auto Hacking Vehicle Value field on the vehicle screen. OCP adoption is not a prerequisite for Auto Hacking Expense Coverage.

		Deductible Factor: The Auto Hacking Expense loss cost includes a $200 deductible. ISO has indicated that any other deductible values are Refer to Company. As such, we are including a Deductible factor of 1.00 in the base algorithm to reflect the $200 deductible. If customers decide to add additional Deductible options for this coverage, the corresponding base table for these deductibles is IEL_CA_HACK_DED_FTRS, which can be accessed and updated with custom values through Self-Serve.






