Security Checklist for Shopping Centers
Security has become a necessary component to safely operate commercial buildings, including shopping centers. However, the dilemma faced by shopping center managers is how to keep the facility secure, while allowing easy access to tenants and customers and unimpeded exit during emergencies. This checklist provides an overview of general strategies to be addressed in a security loss control program for a shopping center.

General Considerations

· Develop written security policies and emergency management procedures to respond to situations, such as bomb threats and air contamination, and distribute to all tenants. 
· Conduct periodic emergency drills.

· Establish and maintain liaison with local law enforcement and emergency response agencies.

· Analyze past incidents of crime and violence on the premises, and the immediate surrounding neighborhood, on a regular basis as a means of assessing the security program.

Security Personnel

· Regularly review security needs and provide sufficient security personnel.

· Assure that security personnel are properly selected and trained. Most States require, as a minimum, a FBI fingerprints check of the applicant and minimum training requirements.

· To provide the greatest deterrence, have security personnel patrol the facility. This deterrence is supported when security personnel are dressed distinctively and security vehicles conspicuously marked.

· Provide supervision of all security functions, particularly patrols.

· Equip security personnel to perform their functions. 
· Train security personnel who are issued and/or permitted to carry weapons for self-defense. State-licensing laws generally mandate more-extensive training for armed security officers.

Security Procedures

· Provide adequate illumination in all areas of the facility, including hallways, parking lots, and garages.

· Install a communications system that has the capability of communicating with tenants and visitors, dispatching security personnel, and transmitting requests to outside agencies for assistance.

· Strictly control access to the heating, ventilation, and air conditioning (HVAC) system, including air intake vents (by the use of fencing), to prevent attempts to introduce contaminants into the system. 
· Check credentials of contract maintenance personnel.

· Consider establishing setbacks between parking areas and buildings.

· Advise security personnel to be alert to the presence of suspicious packages or illegally parked or unidentified vehicles, and to bring it to the attention of management immediately.

· Train personnel in shipping/receiving centers on identifying and handling suspicious packages.

· Perform regular audits of all security procedures. In this way, management can ensure that, among other things, maintenance programs are up to date, security officers are patrolling the premises as required, and reports are being filed.
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The information contained in this publication was obtained from sources believed to be reliable. ISO Services Properties, Inc., its companies and employees make no guarantee of results and assume no liability in connection with either the information herein contained or the safety suggestions herein made. Moreover, it cannot be assumed that every acceptable safety procedure is contained herein or that abnormal or unusual circumstances may not warrant or require further or additional procedure.
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